TDS INCORPORATED ITSS
              BPA Number:  N00039-98-A-3008


STATEMENT OF WORK

1.  PURPOSE.

This effort provides the capability to acquire a wide variety of Information Technology (IT) support services to include hardware, software, maintenance and training.  Support will also be provided for standardization requirements (including Year 2000 compliance), to ensure compatibility and interoperability with the requirements of the Defense Information Infrastructure (DII) Common Operating Environment (COE). These Blanket Purchase Agreements (BPAs) will provide support services for those existing systems, as well as any new systems requirements.  In addition to supporting the Department of the Navy (DoN), these BPAs will provide support services to the Department of Defense (DOD), the U. S. Coast Guard, and other Federal agencies.

2.  OBJECTIVE.

The objective of this Statement of Work is to provide the Contractors with the requirements that are necessary to meet the current and future DoN information technology resource needs. This is to be accomplished by competitively awarding multiple Blanket Purchase Agreements (BPAs) to acquire a full range of information technology support services.  

3.  GENERAL REQUIREMENTS

3.1.  The Contractor shall provide centralized program support that encompasses administrative, clerical, documentation and related tasks. The Contractor shall furnish the necessary personnel, incidental materials, contractor-facilities, travel and other services required to provide DoN-wide integration and other technical related support.  The Contractor shall provide all necessary supervision, management and administrative support to accomplish each task as specified in each task order.

Non-personal IT support services in this effort include the following nine task areas:


1.  Task Order Management


2.  Administrative and Management


3.  Development Services


4.  Maintenance Services


5.  Studies, Analyses and Evaluation Services


6.  Planning Services


7.  Testing Services


8.  Training Services


9.  Year 2000

3.2.  The following paragraphs describe the tasks that may be performed under the BPA. The Contractor is not limited to these tasks as stated.  The Contractor shall perform analyses, studies, evaluations and planning to support policy or other decision making activities of the Federal Government, but shall not participate in policy or decision making which is the direct responsibility of the Federal Government.

4.  TASK ORDER MANAGEMENT

This task area generally entails the preparation of management plans at the initiation of each task order.  These plans shall describe the technical approach, resources and management controls that the Contractor shall employ to meet the cost, performance and schedule requirements throughout the task order period of performance.  This task area also includes the delivery of all required reports to monitor the execution of the task order.  Task order management also entails the daily activities required for successful task order completion.

5.  ADMINISTRATIVE AND MANAGEMENT SERVICES

The Contractor shall provide administrative services to ensure that individual task orders proceed through a systematic sequence of planning, execution and completion.  Individual Task Orders (TO's) will dictate the types of administrative services required. The Contractor may perform, but are not limited to the following:

5.1.  Quality Assurance.

The Contractor shall implement an overall Quality Assurance (QA) program for the project lifecycle to assure that the process and product meet the Government client's mission objectives.  The Contractor may provide QA tasks such as, but not limited to, impartial evaluation of existing programs, identification of quality factors, establishing performance monitoring mechanisms and recommending improvements through organizational and functional analysis.

5.2.  Configuration Management.

The Contractor shall implement a Configuration Management (CM) program to identify and document the functional and physical characteristics of the project, control changes, evaluate existing CM programs, identify CM items, and maintain status accounting records.  The Contractor will also report and participate in system configuration development and maintenance reviews.

5.3.  Security.

The Contractor shall provide security support that falls outside of normal physical security concerns and are subject to Government guidelines.  Tasks may include, but are not limited to, performing security surveys, conducting risk analysis studies, implementing security safeguards, writing security plans and providing documentation. The Contractor shall, if requested, analyze, implement and document procedures to protect the system integrity by implementing data ownership/data classification programs, developing disaster recovery plans, evaluating access control software and preparing security manuals and guidelines.

6.  DEVELOPMENT SERVICES

6.1.  System Development.

The Contractor shall provide system development services by preparing plans, analyzing requirements, documenting specifications, designing system configurations, writing application code, conducting requirements and integration tests, writing documentation, and training personnel to provide an effective, efficient, technical solution.

6.2.  Software Development.

The Contractor shall provide services for software development and enhancements.  The Contractor shall incorporate, during software development, an emphasis on coding that is modular, highly cohesive and loosely coupled.  All development efforts shall make maximum use of commercially available packages and development tools.  Software development COTS packages utilized by the Contractor shall be offered to the customer as an Other Direct Cost (ODC).  The Contractor shall strive to maximize and facilitate code re-use by leveraging already existing or project specific software re-use libraries. Executable and source code generated specifically for this task shall have all rights relinquished to the Government and, at the Government’s discretion, may be placed on either the PMO Bulletin Board or on the World Wide Web (WWW) for other Government users to obtain.  This software shall be available in the appropriate language libraries.

a.  The Contractor shall provide software documentation on all software development tasks.  Documentation shall proceed in accordance with the best industry practices throughout the development lifecycle.


b.  Project Repositories shall be used. The Contractor shall appropriately document any and all software or system development efforts to enable and facilitate corrective, enhancement and preventative maintenance.  All such documentation shall be delivered to the customer.

6.3.  Software Development Support.

The Contractor shall perform technical, management and administrative services to support and assist the Government software development process.  Software development will 

generally occur through the modification of one or several legacy applications and/or will be built primarily by use of commercial off-the-shelf (COTS) products.

6.4.  Technical Support.

The Contractor shall provide technical support in areas that supplement the design stage activities.  This may include, but not be limited to, information and design reports on specialized software (e.g., languages, database management software (DBMS), applications, etc.), analysis and evaluation of existing off-the-shelf application software packages; review and evaluation of management, planning, security, audit and other products; attendance at design sessions and evaluation and modification of previously prepared design stage documents.

7.  MAINTENANCE SERVICES 

7.1.  Operational Support.  

The Contractor shall provide management of current physical configurations of IT systems.  Maintaining IT systems includes operations, monitoring of application/system software, high priority system problem identification and corrective action.

7.2.  Software Support.  

The Contractor shall provide support for IT software to include, but not be limited to, evaluating operational software for enhancements, installing and maintaining software upgrades or modifications, installing/testing/maintaining new software procured by IT systems, conducting tests of all new releases, and updating all documentation affected by required changes.  The Contractor shall write software test plans, conduct tests, and provide test results when required.  The Contractor shall ensure that upgrades and modifications of IT software are stable and backups are maintained.

7.3.  Hardware Support.

The Contractor shall provide IT hardware support including, but not limited to: hardware upgrades; new requirements definition; component installation, implementation, and integration; and test and acceptance.  The Contractor shall provide all documentation generated (or received from manufacturers) as a result of any hardware support activity provided to satisfy TRN requirements.

7.4.  Technical Support.

The Contractor shall provide technical support for IT systems to include, but not limited to, technical advice and engineering support across IT systems.  The Contractor shall control and manage IT connections; coordinate the resolution of problems; control, manage and trouble-shoot IT systems and conduct logical operating system fault monitoring.  The Contractor shall manage formulation of equipment security requirements, coordination of physical security, verification of access control, and documentation of audit trails.  The Contractor shall provide customer service and support of new or existing customer information support centers through dynamic trouble ticket tracking systems status reporting.  The Contractor shall backup/restore the IT systems and perform reconfiguration, diagnostics/remedial action and ensure end-to-end physical connectivity.

8.  STUDIES, ANALYSES AND EVALUATIONS SERVICES

The Contractor shall perform a variety of studies, analyses and evaluations to assist the Government client in developing an information technology system to meet its objective.  These efforts must take into consideration current and emerging technologies, the DOD Information Infrastructure (DII) and ongoing/future information system support activities.  This functional area also provides support for examining existing legacy systems.  As a result of any analysis performed that results in a recommended solution, the Contractor shall include a detailed cost and alternative analysis.  Studies, analysis and evaluations may include items such as, but are not limited to, the following:

a.
Site Survey. 

The Contractor shall conduct a Site Survey to examine the physical layout, assess the existing environment and collect information for requirements analysis.  The government shall make available to the Contractor the pre-existing information gathered from previous site surveys or other analysis so that a determination can be made as to the required but, as of yet, unavailable data.  After preliminary inspection of existing information and the nature of any missing information the Contractor may conduct a site survey by visiting the proposed site.  A Site Survey Report shall be written upon completion of the site survey.  If applicable, the Contractor shall identify potential problems and any additional facilities or resources required to meet site installation and implementation criteria.  Site Survey items may include available power sources, space limitations, environmental concerns or impacts, security communication links and user organization and mission.

b.  Identification and Analysis of Requirements.

The Contractor shall analyze Government client requirements to identify software and hardware specifications suitable for satisfying Government needs.  They shall include, but are not limited to, discussions of applicable state-of-the-art technology and a complete analysis and reengineering of collected business process requirements for new, enhanced or expanded systems.  The Contractor shall include a list of known impacts on existing systems and should note any potential problems between new or existing components, make recommendations for problem resolution to ensure compatibility.  To help identify these requirements, the Contractor may use, but is not limited to, client interviews, questionnaires and site survey information.  The Contractor shall consider proposed system life/cycle, opportunities for economy and efficiency, performance measurement and monitoring, expandability and upgradability, system integration/migration and cost/benefit analysis.

c.  Technical Studies.

The Contractor shall conduct Technical Studies and propose problem resolutions in areas such as, systems performance, user acceptance, capacity planning, resource use, response time, traffic flow, computer security, protocols and interfaces.  

d.  System Design.

The Contractor shall develop systems encompassing an overall system architecture including hardware, firmware, and software.  System architecture shall comply with the Joint Technical architecture and the DII COE.  The Contractor shall account for and provide services for application development and enhancements and the preparation of detailed systems designs.  Systems design shall include, but not be limited to, detailed data and process models and documenting program and interface specifications, screen and report designs, prototypes, program control specifications, structure charts, module definitions, data definitions, and compilation instructions for system regeneration.

8.2.  Systems Specifications Documentation.  

The Contractor shall document the outcome of the requirements analysis.  The document shall detail the engineering, qualification requirements, and design of the system and available sources.  The Contractor shall use this document as the basis for the design and formal testing of the system.

9.  PLANNING SERVICES

9.1.  Plans.

The Contractor shall gather the information necessary to analyze requirements and develop an integrated plan for supporting any Information Technology.  The Contractor, by preparing plans, designing system configurations and training personnel shall provide an effective, efficient technical solution which meets the IT needs of the Government.  Documents will be provided to the Government upon request for review, update and incorporation into existing plans.  The Contractor may be required to provide the following plans:

a.  Systems Strategy Plan.

The Contractor shall gather all pertinent information necessary to analyze the task order requirements and prepare a strategic plan for supporting the Government's IT needs.  The strategy plan shall provide available facilities, resource materials, schedules, global initiatives, directives, standards, risk and costs.

b.  Implementation Plan.  

The Contractor shall develop an implementation plan based on the system design to ensure that all implementation activities are completed in a timely and accurate manner.  The issues and approaches considered shall encompass a variety of sources such as external audits, technical reports, Federal standards, technical guidelines, operational policies and doctrines.

c.  Maintenance Plan.  

The Contractor shall develop a maintenance plan based on the system design.  The plan shall include project completion support procedures, and policies and guidelines for maintaining the system and individual software and hardware components.  The plan shall include, but not be limited to, procedures for parts repair and replacement, preventative maintenance, end user support, and problem resolution.

d.  Configuration Management Plan.

The Contractor shall provide a Configuration Management (CM) plan that describes the implementation of configuration management activities, procedures and IT standards.  The CM plan should address, but is not limited to, configuration controls, review procedures, item identification, audits, baseline management and status accounting record keeping.

e.  Quality Assurance Plan.

The Contractor shall provide a Quality Assurance (QA) Plan that describes the quality assurance activities, procedures and standards to assure the quality of each deliverable item.  The Quality Assurance Plan may address, but is not limited to, the following: quality assurance evaluations, development processes, system components, documentation, acceptance inspections, reviews and audits.

f.  Transition Plan.

The Contractor shall develop a transition plan that describes the tasks necessary to implement the IT resources.  The tasks may include, but are not limited to, performing system test and verification, training on use and maintenance of the system and preparing a documented turnover package that provides information for system care and service.

g.  Test and Evaluation Master Plan.

The Contractor shall write Test and Evaluation Master Plans (TEMPs) to verify design objectives and to ensure that all functional and technical requirements are satisfied.  The TEMP shall include consideration of system integrity, mission criticality, acceptable performance levels and evaluation of testing resources.  The Contractor shall deliver all test results to the Government for a record of the component, integration and system testing.  This will also include all aspects of the design, development, documentation and testing of applications and their infrastructures.

10.  TESTING SERVICES

10.1.  Testing Services.

The Contractor shall provide and review test procedures to ensure that the system meets or exceeds all requirements and specifications found in the Client’s SOW, or derived therefrom.  The review shall focus on test plans and procedures for evaluation, integration and acceptance.  The Contractor shall document all component, integration and system testing results.  The tests shall measure the accuracy, accountability and reliability of systems and components to ensure correct and complete compatibility to the requirements in order to establish the system functional baseline.  The Contractor may be required to provide the following tests:

a.  System Test and Evaluation.

The Contractor shall recommend the level of Testing and Evaluation (T&E) to be applied.  The evaluation level shall be based upon mission criticality, associated risks and the level of project complexity.  The Contractor shall document the T&E decisions and plans for implementation.  The Contractor shall conduct system tests, checking the hardware, firmware and software integration and degree of interoperability.  The Contractor shall ensure the system is performing with optimum efficiency and to verify the integrity of the data.

b.  Component Testing.

The Contractor shall test individual component items before installation to insure they are in correct working order.  Components may include hardware, firmware and software items, such as, but not limited to, the operating system, adapter cards, cable and cable system, amplifiers, line extenders, connectors and splitters.

c.  Integration Testing.

The Contractor shall design, develop, install, test and validate, operate and maintain prototype applications and databases to determine optimal solutions for integration concepts and problems integral to the DII integration process.  The Contractor may also be called upon to develop schedules and implementation plans with definable deliverables.  These shall include parallel operations where required, identification of technical approach, and a description of anticipated prototype results.  Additional integration testing (end to end) may be required to demonstrate the correctness of interfaces between components.

d.  Acceptance Testing.

The Contractor shall perform acceptance testing using both test and live data.  The Government will provide the applicable standards and procedures in individual task orders.  Tasks in this area include conducting the acceptance testing, making modification and corrections where appropriate and ensuring that performance standards are met in a production environment.

e.  Independent Verification and Validation (IV&V).

IV&V support provides an impartial and authoritative evaluation of hardware and software independently acquired.  In support of the Government's requirements, the Contractor shall perform IV&V tasks that include, but are not limited to, the following:


1.  Review system requirements analyses


2.  Review system specifications


3.  Plan system IV&V/Test and Evaluation (T&E)


4.  Review rapid prototypes


5.  Review information engineering tools and techniques


6.  Review supporting system and media conversions

11.  TRAINING SERVICES

The Contractor shall provide training support services for all levels of information system managers, operators, maintainers and users.  Services shall include development of alternative training scenarios, appropriate training approaches, preparation of training plans, development of training curricula and materials.  The Contractor shall administer and conduct training sessions on Government and Contractor sites.  

11.1.  Training Plan and Objectives.

The Contractor shall develop a training plan and provide training to Government personnel.  Training resources shall be available to support all skill levels across a wide variety of subject matters, but not limited to, operating systems, business applications, database administration, distributed processing, maintenance and IT business processes.  The Contractor shall establish clear and concise training objectives to assure the appropriate dissemination of training support.  Objectives shall address Government training goals, time frame, initial and follow-on training requirements and identification of perceived training limitations.

11.2.  Training Methodology and Approach.

The Contractor, guided by a Training Plan, shall identify the best approach in meeting the specific training deliverables.  This approach shall identify both hardware and software components of the IT and consider approaches as centralized, regional, on-site, train-the-trainer and train-the-user.  An evaluation as to the approach must weigh, but not be limited to, the availability, or suitability of, hands on training, distance learning, computer-based training and acquisition of training materials.

11.3.  Conduct Training.

The Contractor shall conduct training to Government personnel, using a variety of training materials and equipment.  The training shall include all aspects of the IT resource and be of the scope and length to provide personnel with the expertise to efficiently use the IT features.  Considerations for the conduct of this training shall include, but not be limited to CBT, instructor led, distance learning and proposed training site.

12.  YEAR 2000

12.1.  The Contractor shall, under individual task orders, provide services to identify and resolve Year 2000 problems.  Year 2000 tasks include, but are not limited to, performing studies, and evaluating problems and issues; analyzing costs for problem corrections; developing problem correction plans; developing, test plans, and implementing corrective actions; providing training in all areas of Year 2000 compliance, and writing briefing papers.

12.2.  Tasks in this area will insure that (a) when acquiring new information technology it will be Year 2000 compliant; (b) when upgrading non-compliant information technology legacy systems, they will be upgraded with solutions making them Year 2000 compliant.

12.3.  “YEAR 2000 Compliant” means information technology that accurately processes date/time data (including, but not limited to, calculating, comparing, and sequencing) from, into, and between the twentieth and twenty-first centuries, and the years 1999 and 2000 and leap year calculations.  Furthermore, Year 2000 compliant information technology, when used in combination with other information technology, shall accurately process date/time data if the other information technology properly exchanges date/time data with it.  Reference GSA Web site at: http://www.itpolicy.gsa.gov/mks/yr2000/y2kfnl.htm.

16
11



